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Abstract of the contribution: This paper discusses the issues related to policy control in service request and propose a resolution. 
1 Discussion
1.1 Observations and Issues
1.1.1 Service Request, I-SMF not involved (clause 4.2.3.2 of TS 23.502)
TS 23.502 clause 4.2.3.2 specifies the following:
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Figure 4.2.3.2-1: UE Triggered Service Request procedure

4.
[Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID(s), Operation Type, UE location information, Access Type, RAT Type, UE presence in LADN service area, Indication of Access Type can be changed, [MO Exception Data Counter]).
…


The AMF determines the PDU Session(s) for which the UP connection(s) shall be activated and sends an Nsmf_PDUSession_UpdateSMContext Request to SMF(s) associated with the PDU Session(s) with Operation Type set to "UP activate" to indicate establishment of User Plane resources for the PDU Session(s). The AMF determines Access Type and RAT Type, see clause 4.2.2.2.1. If the RAT type is NB-IoT, the AMF shall ensure that the number of PDU session(s) for which UP connection(s) are active does not exceed this UE's maximum number of supported user plane resources (0, 1 or 2) based on whether the UE supports UP data transfer and the UE 5GMM Core Network Capability as described in clause 5.31.19 of TS 23.501 [2].
…

[Observation-1] In step 4 of §4.2.3.2, in addition to Access Type, ULI, RAT type may also be received by the SMF.

[Observation-1a] In step 4 of §4.2.3.2, the AMF indicates establishment of User Plane resources for the PDU Session.

5a.
[Conditional] SMF to PCF: If the AMF notified the SMF that the access type of the PDU session can be changed in step 4, and if PCC is deployed, the SMF perform an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1 if Policy Control Request Trigger condition(s) have been met (i.e. change of Access Type). The PCF may provide updated PCC Rule(s).
…
[Observation-2] In step 5a of §4.2.3.2, SMF performs SM Policy Association Modification procedure to report PCRT “change of Access Type”, however “change of Access Type” will not be detected because the access type change will happen in step 15.

14.
[Conditional] (R)AN to AMF: N2 Request Ack (List of PDU Sessions To Be Established with N2 SM information (AN Tunnel Info, List of accepted QoS Flows for the PDU Sessions whose UP connections are activated, List of rejected QoS Flows for the PDU Sessions whose UP connections are activated), List of PDU Sessions that failed to be established with the failure cause given in the N2 SM information element).

…
15.
[Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, RAT Type, Access Type) per PDU Session to the SMF. The AMF determines Access Type and RAT Type, see clause 4.2.2.2.1.

…

If the PDU Session is moved from the non-3GPP access to 3GPP access (i.e. N3 tunnel for the PDU Session is established successfully), the SMF and AMF update associated access of the PDU Session. The UE updates associated access of the PDU Session when the user plane resource for the PDU Session is successfully established.
[Observation-2a] In step 15 of §4.2.3.2, SMF and AMF update associated access of the PDU Session, which implies that in step 5a, access type received in SMF is not changed.
16.
[Optional] SMF to PCF: If dynamic PCC is deployed, SMF may initiate notification about new location information to the PCF (if subscribed) by performing an SMF initiated SM Policy Modification procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.
[Observation-3] After User Plane resource for the PDU Session is established in steps 14/15, the SMF may initiate SMF initiated SM Policy Modification procedure about new location information In step 16 of §4.2.3.2.
1.1.2 Service Request without I-SMF change/removal (clause 4.23.4.2 of TS 23.502)
TS 23.502 clause 4.23.4.2 specifies the following:
4.23.4.2
UE Triggered Service Request without I-SMF change/removal

When both I-SMF and SMF are available for a PDU session and no I-SMF change or removal is needed during the service request procedure, the procedure in this clause is used. Compared to the procedure in clause 4.2.3.2, the SMF is replaced with the I-SMF and the impacted UPF(s) are UPFs that are controlled by I-SMF. Difference are captured below:

-
Steps 6a-6b, these steps are not needed as the CN Tunnel Info of UPF (PSA) allocated for N9 is available at the I-SMF when the I-SMF is inserted.

-
Step 7a, the SMF provides the DL Tunnel Info of new intermediate UPF received from I-SMF to UPF(PSA).

-
Step 10, this step does not apply as in this scenario the I-UPF is always needed.

-
Step 16, the SMF gets the UE location information from I-SMF at step 5a. If dynamic PCC is deployed, the SMF may notify the UE location information to PCF and gets the updated policy.
-
Steps 18a-18b, these steps do not apply as in this scenario the I-UPF is always needed.

-
Step 21a, this step does not apply as in this scenario the I-UPF is always needed.
[Observation-4] In clause 4.23.4.2, A-SMF gets the UE location information at step 5a, however, reporting of PCRT “Location Change” to PCF is delayed to step 16. 
1.1.3 Service Request with I-SMF insertion/change/removal (clause 4.23.4.3 of TS 23.502)
TS 23.502 clause 4.23.4.3 specifies the following:

4.23.4.3
UE Triggered Service Request with I-SMF insertion/change/removal

When, as part of a UE Triggered Service Request, I-SMF is to be inserted, changed or removed, the procedure in this clause is used. It includes the following cases:

-
the UE moves from SMF service area to new I-SMF service area, a new I-SMF is inserted (i.e. I-SMF insertion); or

-
the UE moves from old I-SMF service area to new I-SMF service area, the I-SMF is changed (i.e. I-SMF change); or

-
the UE moves from old I-SMF service area to SMF service area, the old I-SMF is removed (i.e. I-SMF removal).

If the service request is triggered by network due to downlink data and a new I-UPF is selected, forwarding tunnel is established between the old I-UPF(if the old I-UPF is different from PSA) and the new I-UPF to forward buffered data.

For Home Routed Roaming case, the I-SMF (old and new) and I-UPF (old and new) are located in Visited PLMN, while the SMF and UPF(PSA) are located in the Home PLMN. In this HR roaming case only the case of I-SMF change applies (there is always a V-SMF for the PDU Session).
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Figure 4.23.4.3-1: UE Triggered Service Request procedure with I-SMF insertion/change/removal

1.
Same as the steps 1-3 defined clause 4.2.3.2.

2.
The AMF determines whether new I-SMF needs to be selected based on UE location and service area of the SMF, if new I-SMF needs to be selected, the AMF selects a new I-SMF as described in clause 4.23.2.

Case: I-SMF insertion or I-SMF change, steps 3-9 are skipped for I-SMF removal case.

3.
If the AMF has selected a new I-SMF, the AMF sends a Nsmf_PDUSession_CreateSMContext Request (PDU Session ID, SM Context ID, UE location info, Access Type, RAT Type, Operation Type) to the new I-SMF. The SM Context ID points to the old I-SMF in the case of I-SMF change or to SMF in the case of I-SMF insertion.

The AMF Set the Operation Type to "UP activate" to indicate establishment of N3 tunnel User Plane resources for the PDU Session(s). The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.


If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.

….
8a.
In the case of I-SMF change, the new I-SMF invokes Nsmf_PDUSession_Update Request (SM Context ID, new I-UPF DL tunnel information, SM Context ID at I-SMF, Access Type, RAT Type, DNAI list supported by the new I-SMF) towards the SMF. The new I-SMF uses the SM Context ID at SMF received from old I-SMF for this service operation.


In the case of I-SMF insertion, the new I-SMF invokes Nsmf_PDUSession_Create Request (new I-UPF DL tunnel information, new I-UPF tunnel endpoint for buffered DL data, SM Context ID at I-SMF, Access Type, RAT type, DNAI list supported by the new I-SMF) towards the SMF.

The SM Context ID at I-SMF is to be used by the SMF for further PDU Session operation, e.g. to notify the new I-SMF of PDU Session Release. If SM Context ID at the I-SMF exists (i.e. in the case of I-SMF change), the SMF shall replace the SM Context ID at I-SMF.


The new I-UPF tunnel endpoint for buffered DL data is used to establish the forwarding tunnel (from old I-UPF controlled by SMF to new I-UPF controlled by new I-SMF).


If the old I-UPF receives end marker packets and there is no associated tunnel to forward these packets, the old I-UPF discards the received end marker packets and does not send any Data Notification to SMF.

…
Case: I-SMF removal: steps 10 to 16 are skipped for I-SMF insertion or I-SMF change cases.

10.
If the UE has moved from service area of old I-SMF into the service area of SMF, the AMF sends a Nsmf_PDUSession_CreateSMContext Request (SUPI, PDU Session ID, AMF ID, SM Context ID at I-SMF, UE location info, Access Type, RAT Type) to the SMF.


If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.

The AMF Set the Operation Type to "UP activate" to indicate establishment of User Plane resources for the PDU Session(s). The AMF determines Access Type and RAT Type based, as defined in clause 4.2.3.2.

…
16.
The SMF sends a Nsmf_PDUSession_CreateSMContext Response (N2 SM information (PDU Session ID, QFI(s), QoS profile(s), CN N3 Tunnel Info, S-NSSAI), N1 SM Container, Cause)) to the AMF. The CN N3 Tunnel Info is the UL Tunnel Info of the new I-UPF.


If the PDU Session has been assigned any EPS bearer ID, the SMF also includes the mapping between EPS bearer ID(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN.


The SMF starts a timer to release the resource, i.e. resource for indirect data forwarding tunnel.

…
Case: I-SMF insertion or I-SMF change: steps 18 to 21 are skipped for the I-SMF removal case.

18.
The AMF sends an Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, RAT type, Access type) to the new I-SMF.

If the AMF received N2 SM information (one or multiple) in step 17, then the AMF shall forward the N2 SM information to the relevant new I-SMF per PDU Session ID.

19.
The new I-SMF updates the new I-UPF with the AN Tunnel Info and List of accepted QFI(s). Downlink data is now forwarded from new I-UPF to UE.

20a.
The new I-SMF invokes Nsmf_PDUSession_Update request (RAT type, Access type) to SMF. The SMF updates associated access of the PDU Session.

20b.
If dynamic PCC is deployed, SMF may initiate notification about new location information to the PCF (if subscribed) by performing an SMF initiated SM Policy Modification procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.
[Observation-5] In clause 4.23.4.3, for Case: I-SMF insertion or I-SMF change, the UE location info, Access Type & RAT Type if updated are already available at step 8a, however, reporting of PCRT (e.g. Location Change, Change of Access Type) is performed at step 20b.  
20c.
The SMF responds with Nsmf_PDUSession_Update Response.

21.
The new I-SMF sends a Nsmf_PDUSession_UpdateSMContext Response to AMF.

Case: I-SMF removal: steps 22 to 25 are skipped for the I-SMF insertion or I-SMF change cases.

22.
The AMF sends a Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, RAT Type, Access Type) to the SMF. The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.


If the AMF received N2 SM information (one or multiple) in step 17, then the AMF shall forward the N2 SM information to the relevant new I-SMF per PDU Session ID.

23.
If dynamic PCC is deployed, SMF may initiate notification about new location information to the PCF by performing an SMF initiated SM Policy Modification procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.
…
[Observation-6] In clause 4.23.4.3, for Case: I-SMF removal, the UE location info, Access Type & RAT Type if updated are already available at step 10, however, reporting of PCRT (e.g. Location Change, Change of Access Type) is performed at step 23.  
1.2 Issues and Proposals 
For reader’s convenience, the observations in section 1.1.1 ~1.1.3 are repeated below:
[Observation-1] In step 4 of §4.2.3.2, in addition to Access Type, ULI, RAT type may also be received by the SMF.

[Observation-1a] In step 4 of §4.2.3.2, the AMF indicates establishment of User Plane resources for the PDU Session.

[Observation-2] In step 5 of §4.2.3.2, SMF performs SM Policy Association Modification procedure to report PCRT “change of Access Type”, however this PCRT will not be detected because the access type change will happen in step 15.
[Observation-2a] In step 15 of §4.2.3.2, SMF and AMF update associated access of the PDU Session, which implies that in step 5a, access type received in SMF is not changed.

[Observation-3] After User Plane resource for the PDU Session is established in steps 14/15, the SMF may initiate SMF initiated SM Policy Modification procedure about new location information In step 16 of §4.2.3.2.

[Observation-4] In §4.23.4.2, A-SMF gets the UE location information at step 5a, however, reporting of PCRT “Location Change” to PCF is delayed to step 16. 
[Observation-5] In §4.23.4.3, for Case: I-SMF insertion or I-SMF change, the UE location info, Access Type & RAT Type if updated are already available at step 8a, however, reporting of PCRT (e.g. Location Change, Change of Access Type) is performed at step 20.  
[Observation-6] In §4.23.4.3, for Case: I-SMF removal, the UE location info, Access Type & RAT Type if updated are already available at step 10, however, reporting of PCRT (e.g. Location Change, Change of Access Type) is performed at step 23. 
From the above observations, the following issues are seen:

Issue#1 In §4.2.3.2 (UE Triggered Service Request), PCRT “Change of Access Type” cannot be detected by the SMF in step 5a because the new access type is not available in the SMF until step 15 of §4.2.3.2.
Issue#2 In Service Request with I-SMF involvement in §4.23.4.3, how does the anchor SMF determine that the UP resource for the PDU Session is established so that the PCRT(s) (e.g. Location Change) can be reported to the PCF ?
To address Issue#1, the following is proposed:

[Proposal-1] In clause 4.2.3.2 Service Request, it is proposed to remove step 5a and report PCRT “Change of Access Type” in step 16 when new access type is available in the SMF.   
To address Issue#2, 
[Proposal-2] In clause 4.23.4.3 (Service Request procedure (with I-SMF)), it is proposed that (1) the I-SMF pass the operation type “UP activate” received from the AMF to the anchor SMF, and (2) I-SMF includes new indication in the message to the anchor SMF that UP resource for the PDU Session is established, so that the anchor SMF can report the PCRT(s) (e.g. Location Change). 
2 Proposal

[Proposal-1] In clause 4.2.3.2 Service Request, it is proposed to remove step 5a and report PCRT “Change of Access Type” in step 16 when new access type is available in the SMF.   
[Proposal-2] In clause 4.23.4.3 (Service Request procedure (with I-SMF)), it is proposed that (1) the I-SMF passes the operation type “UP activate” received from the AMF to the anchor SMF, and (2) I-SMF includes new indication in the message to the anchor SMF that UP resource for the PDU Session is established, so that the anchor SMF can report the PCRT(s) (e.g. Location Change)
See 23.502 CR3230 (S2-2108389) and CR3231 (S2-2108390) 
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